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IT SECURITY POLICY AND LOAN OF IT EQUIPMENT
Part One: IT Security 
I agree that I have read and understand the conditions and restrictions of the IT Security Policy and understand the importance of following the guidelines laid out in the IT Security Policy Procedure & Guidance Notes.
I have been given a copy of the both the policy and the procedure & guidance notes and I am aware that a copy of this signed agreement will be retained by HR.

I agree that my system use will be monitored to check compliance with the rules and regulations contained within the IT Security Policy, and understand that violations of this policy could lead to an investigation and action being taken to end your volunteer opportunity with the Trust. 

Part Two: Loan of IT Equipment 

Weaver Vale Housing Trust has agreed to loan you a tablet or laptop computer to enable you to carry out your duties as a volunteer for the Trust.  

In using this equipment from the Trust you agree to abide by our terms and conditions covering the use of this equipment as outlined in the IT Security Policy. 

The Trust agrees to loan you a: 

Laptop/Tablet/Other Device:_______________________ (Please Specify)



The Weaver Vale Asset Number is: 
The Trust agrees to loan this equipment from:

Date: 


to


Date:
At the end of the agreed period you must return the equipment to the Trust.    

During the period of this loan the Trust can request that you return of the equipment for updates and general maintenance.
If you fail to return the equipment to the Trust at the end of the loan agreement or for maintenance, the Trust may report this to the Police as theft.   
Part Three: Instructions for Use of IT Equipment 
There are a few simple do’s and don’ts that you must abide by to ensure that you don’t breach our IT security policy.   If it is found that you have not followed our guidelines on using our equipment the Trust reserves the right to revoke this agreement.   
Do:

· Be aware all internet access will be monitored and any inappropriate internet usage will be investigated by the Trust 
· Password protect your IT devices with a complex password that is not easy to guess.
· Take reasonable steps to ensure the device is secure and to reduce any risk of damage.

· Report any damage to the loaned equipment, accidental or otherwise, to the IT team immediately.
· Report any lost or stolen devices to the IT Team immediately.
Don’t:

· Give your password to any one else

· Send offensive emails/ posts on social media

· Post information online about the Trust anywhere without permission

· Bring the name of the Trust in to disrepute by mentioning it on social media

· Send sensitive data to external sources without permission

· Leave equipment unattended e.g. laptops in cars
· Use the equipment to access online material, social media sites or websites which might be deemed to be illegal, offensive, inappropriate or not in relation to your volunteer role. 

Signed: ………………………………………………………………

Print Name: ………………………………………………………
Date: ………………………….………………………………………

